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Overview

This document will describe the installation and configuration process for QlikView
Server and Publisher at the VA AITC. At the end of this process, you should have a
clustered QlikView Server and single QlikView Publisher installed and configured
across multiple machines. One reload and distribution task will be defined and ability
to open a document through AccessPoint will be tested. Additional information can be
found in the QlikView Server Reference Manual.pdf, which can be downloaded
from http://global.qlikview.com/download/

Pre-Installation

The following tasks should be completed prior to starting the QlikView Server
installation and configuration process.

1. Allocate and install VM or physical QlikView server machines. Dev environment
has 2 VM’s defined, VASDPAPP80 and VASDPAPPS82.

2. Verify NET 3.5.1 is installed.

3. For the primary server (e.g. VASDPAPP40), in addition to the server OS, verify
1S 7 is installed. For I1S, please verify that the features include all features listed
on page 1 of the document 11S7_6 Compatibility Settings.pdf. The features
installed on Dev are:

Add Role Services

= & i
!#} Installation Results

Role Services ) ) .

The Following roles, role services, or features were installed successfully:
Confirmation

Progress ~ Web Server (IIS) @ 1nstallation succeeded

The following role services were installed:
Web Server
Application Development
ASP.NET

JMET Extensitility
ASP
ISAPIT Extensions
ISAPT Filters
Management Tools
115 6 Management Compatibility
115 & Metabase Compatibility
115 & WHI Compatibilicy
115 & Scripting Tools
115 & Management Console

#) Windows Process Activation Service 0 Installation succeeded

The following Features were installzd:
NET Environment

Print, e-mail, or save the installation report

and
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Add Role Services

= 2 )
| If‘::Zl Installation Results

Role Services
The fallowing roles, role services, or features were installed successfully:

Confirmation

~) Web Server (115} @ nstallation succeeded

Progress

The fallawing rale services were instaled:
‘Web Server
Security
‘Windows Authentication

Print, e-mail, or save the installation report

<Erevmus| [iexk = | Close I Canice| |

Install and configure shared storage. All machines should have access to a
common folder. Create a folder named QlikView_AccessPoint.

Download QlikView Server installation file from
http://global.qglikview.com/download/. Select Version 10, English, 64-bit. For
initial install, we are using GA IR (initial release).

Define a service account for each environment. This account should have local
administrator rights on each machine. The account should be included in the Local
Administrators and QlikView Administrators Groups on each machine. The
user should be explicitly included (not through group names) in the QlikView
Administrators group. The service account for the Dev environment is
sdp_qlikview_dev.

Create a new website in 11S. This can be located on the D:\ drive of the primary
server in the QlikView cluster configuration. This is named QlikView in the Dev
environment. For information on the security certificate, please see Appendix A in
this document.
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Installation

The following tasks should be performed to install the QlikView Server application.

1. Execute the QlikView Server installation file QlikViewServer_X64Setup.exe.
This file was downloaded during Pre-Installation.

i'g!,'l Qlik¥iew Server ¥64 - Installshield Wizard

Welcome to the InstallShield Wizard for
OlikView Server x64

The InstallShield{R) Wizard will install QlikMiew Server x64 on
wour computer, To conkinue, click Mext,

WARMIMNG: This programm is praokecked by copyright law and
inkernational kreaties,

Cancel |

< Back

2. Click Next
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i Qlik¥iew Server 164 - InstallShield Wizard

Select Region

Install5hield

France ﬂ

GErmany
Ireland

Ttaly

Japan
Luxembaurg
Metherlands
Mew Fealand
Marway
Spain
Siweden
Switzerland
Partugal

IJnited Kingdom
IOther |

< Back I Fext = I

Cancel

3. Select United States for the correct EULA and click Next.

i QlikView Server x64 - InstallShield Wizard

License Agreement

Please read the Following license agreement carefully,

[MPORTANT-DO HOT

{*' I accepk the terms in the license agreement;

" I do not aceept the terms in the license agreement

ImstallEhield

IMETALL OR USE THE GSOFTWARE THAT
SHCCOLPANIES THIS LICEWSE UNTIL ¥OU HAVE READ AND ACCEPTED ATL
OF THE LICENEE TERME BELOWY.

PERMISSION TO INSTALL AWND U3E THE 20FTWARE I3 CONDITIONAL TPON
THE PURCHAZER OF THE LICEWZEE FOR THE S0FTWARE (THE “END TTEER™
ACGREEING TO THEZE LICEMS3E TERME.

SOFTWARE BY THE EWD TTEER WILL BE DEEMED TO BE ACCEFTANCE OF
THESF TTOFHNSF TRRMS IF VNl ARE THSTATTTHG AW TTSTH TI-TTF:LI

IMATALLATION OR UZE OF THE

Prink |

< Back. I Mexk = I

Zancel I
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4. Review and accept the license agreemnt and click Next.

i Qlik¥iew Server 164 - InstallShield Wizard

Customer Information

Please enter your information, u

User Mame:
1T

Qrganizakion:
|Dvay

Install5hield

< Back I Fext = I Cancel

5. Enter Customer Information and click Next.

i QlikView Server x64 - InstallShield Wizard

Destination Folder

._
Click. Mext to install to this Folder, or dick Change bo install to a different Folder, u

Install ClikMiew Server x64 to;
..--/ L \Program Files)Clikiiew),

ImstallEhield

< Back Mexk = Zancel
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i Qlik¥iew Server 164 - InstallShield Wizard

Change Current Destination Folder —

Browse ko the destination folder, @

Look in:

5 Glikiew | EI

Folder name:

11 \Program Fileshs

Install5hield

Ok, I Cancel |

Change the destination folder to install. Programs should be installed on D:\ drive.
Click OK and then Next to continue.

i QlikView Server x64 - InstallShield Wizard

Profile p—

- @
Select the profile that vou want to use, ¥
¥ Qlikview Server I Single Machine, Fullinstal You can select the profiles that fits

the purpose For wour installation.
- You can select more then one
™ Reload Distribution r Additional Qliliew Server profile, IF you want to select the
Engine: SEFVICE features wour s2lf please click an
config button,

v Management Console

¥ webserver

s
™ Qlikview Web Server Canfig |
Installshield

< Back I Mexk > I Zancel I
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7. For the primary machine in the cluster, select QlikView Server,
Reload/Distribution Engine, Management Console, and Webserver (I1S). Click the
Config button to add additional features.

i Qlik¥iew Server 164 - InstallShield Wizard

Custom Setup .

@
Select the program features you wank installed. u

Click on an icon in the list below to change how a Feature is installed,

= Feature Description

......... = - | QlikMiews Server ;I
--------- =~ | Documentation

......... = - | QlikMiews Server Example documents
[ = = | QlikMiew Server Client files

(- =0 | Microsaft IIS Support

......... (=3 - | Distribution Service This Feature requires 1776KE on
......... = - | Clikview Web Server wour hard drive,
......... = - | likMiew SOK
-------- IQ p S pport Tools =i
Install bo:
Change. .. |
Imstallshield

Help | Space | < Back I Fext = I Cancel |

For additional machines, select Additional QlikView Server Service only and click
Next (no additional Config is necessary).



QlikView Installation Guide: Server/Publisher

iiz Olik¥iew Server k64 - InstallShield Wizard

Profile )
- @
Select the profile that you wank o use, ¥

o The "additional Qlikhiew Server”
™| aliien Seriver I™ | Single Machine, full install feature only installs the Qlikiiew

Server Feature,

Reload)Distribution Hdditional Qlikview Server
I Engine v Service

r Management Console

[ webserver

Zonfig |

InskallShield

< Back | Mext = I Zancel |

8. Select Install on Installation for Microsoft IS Support, QlikView SDK, and
Support Tools. Click Next to Continue.

i'g!,'l Qlik¥iew Server ¥64 - Installshield Wizard

115 Website

Please select from the drop-down below list below of pre-existing I15
websites which one you want to install the Qlik¥iew Server virtual

@ directories into. If you want to create a new website, please cancel
the installation and create a new website in 115 and then restart the
Qlik¥iew Server installation.

Faor more information abouk 115 see: hkkps e, jis, nek

Install5hield

< Back Fext = Cancel
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9. For the primary machine in the cluster, select the website you created during Pre-
Installation to use for QlikView Server. Click Next to continue.

iz QlikYiew Server x64 - Installshield Wizard

Logon Information .-

..
Specify a user name and password u

Specify the user name and password of the user account that will lagon to use this application. The
user account must be in the form DOMAINUsername,

[T Iwant to specify the account ko be used for the services later.

ser name:
vaaustintSDP Qlikwview Dew Browse. .. |
Password:
[ 22121111 1)) )
Imstallshield

< Back I Mexk = I Zancel

10. Specify the service account and password to use for all QlikView services.

10
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i Qlik¥iew Server 164 - InstallShield Wizard

Ready to Install the Program -
@
The wizard is ready to begin installation, u

Click Install ko begin the inskallation,

If wou wank ko review or change any of your installation settings, click Back, Click Cancel ko
exit the wizard,

Install5hield

< Back

Cancel |

11. Click Install to continue.

i QlikView Server x64 - InstallShield Wizard

Installing QlikYiew Server x64 -
-
The program features wou selected are being installed. u

Please wait while the Installshield Wizard installs Qlikiiew Server x64. This
may take several minukes,

Skatus:

|

ImstallEhield

< Bach Mexh =

11



QlikView Installation Guide: Server/Publisher

i Qlik¥iew Server 164 - InstallShield Wizard

InstallShield Wizard Completed

The InstallShield Wizard has successfully installed Clikifiew
Server x64, Click Finish to exit the wizard,

In order to ensure the functionality of the software, a
restart of the computer is necessary.

™ Show the Windows Installer log

Cancel |

< Back

12. Click Finish to complete the installation dialog.

13. REBOOT THE MACHINE TO COMPLETE THE INSTALLATION PROCESS.

12
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QlikView Enterprise Management Console (QEMC)

Once the machine has completed its reboot, initiate the QlikView Enterprise
Management Console (QEMC). This tool will be used to configure, control and
monitor all QlikView Servers and services in the QlikView cluster. It is installed on
the primary machine in the QlikView cluster, but can be opened through any browser
that has access to the environment. To allow a specific user to open the QEMC, they

must be a member of the local QlikView Administrators group on the primary
machine in QlikView cluster.

If you are on the server console, you can open the QEMC through Program shortcuts
under QlikView and QlikView Enterprise Management Console. You can also open
through a browser URL.: http://<server>:4780/gemc/default.htm

License QlikView Server and Publisher

Use the QEMC to enter the license information for QlikView Server and Publisher.
Navigate to: System ... Licenses ... QlikView Server ... QlikView Server License.

C.;'Qlikview Enterprise Management Console - Windows Internet Explorer

@\’-‘/ = |@] hitp: flocahost:4750fmeme Licenses. himi =&
j;? Favorites | 1:5 @ Suggested Sikes » @ | Web Slice Gallery =

@QI\k\hew Enterprise Management Consale @ < - [ pm - Page - Safety = Taools - @.

Status Documents

QlikView
Setup About Supporting Tasks

Type Hame QlikView Server License Chient Access Licenses (CALs)
Jlikiiew Publisher  QMS@wasdpapp0

Qlikview Server QYSCLUSTER@vasdpapps0 Serial and Control

Sitial number: IIDD4660485219377
Control: I

Paste the contents of the LEF file here (optional):

1004660485219377
NUMEER_OF_CLUSTER_NODES;Z.;
(NUMBER_OF_DOCUMENTCALS;Z0;;
NUMEER_OF_SESSIONCALE;Z;:
INUMEER_OF_USERCALZ;50;;
PRODUCTLEVEL;10;72011-0%3-01
TEST_EDITION:YES:;
WEEPARTS;YES:;
WORFEENCH,;VES, ;
47XF-HCZX-FQGN-NFEZ-GPOL

Owner Information

Mame:

Drganization:

Clear License | Update License Fram Server | Apply License |

[ [ [ [ [ [ % tocalintranet | Protected Mode: OFf G- [Hwoow - 4

13
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Enter the serial number (no spaces) and control number. Paste the LEF information for

this license. Enter the Owner Name and Organization. Once all information is entered,
click Update License From Server.

You will need to click OK to restart the QlikView Server service.

If successful, all information will still display except the control number. You can also
check the Client Access Licenses (CALS) tab to verify the correct number of CALs
have been assigned (All servers in the QlikView cluster share the total CALS).

Repeat this process for QlikView Publisher. Only the primary server in the QlikView

cluster needs to be licensed through this dialog.

Configure QlikView Servers in Cluster

Use the QEMC to configure the folder and cluster information for the primary server.
In the Dev environment, this is VASDPAPP80. Configure this under System ... Setup.

(_.;'Qlikview Enterprise Management Console - Windows Internet Explorer

@\’-‘; - |g hittp: { flacalhost 4780/ qeme) SystemSetun, htra =l &ll#]]x Bing FelEs

File Edit Yiew Favortes Tools Help

7 Favorites | 95 @ suggested Stes ~ @ | Web Slice Gallery ~
@Qhk\hew Enterprise Management Consale & < | E;q + Page » Safety = Tools + @.

Documents
Licenses About Supporting Tasks

= (=) Management: Service General Folders Documents
B[ QlikView Servers
€4 Q¥s@vasdpappsd Hame
[ Distribution Services
[ Directary Service Connectars
(= [ Qlikview web Servers
& Qvws@vasdpappsl
(= Remote Management Services
4] Mail Server

QlikView

Performance Logging Security Cluster Folder Access Login

|QVSCLUSTER@vasdpaDDSD

Apphy | Cancel

[T T || [ Local intranet | Protected Mode: OFF FRIES TR

It is suggested to change the name of the primary server to
QVSCLUSTER@<server>. In Dev, this is QVSCLUSTER@vasdpapp80. Change the
name on the general tab for the QlikView Server. If you have more than one server

14
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listed under QlikView Servers on the left pane, select QlikView Servers to see the list
in the right side. Then delete the additional servers by clicking on the X. You should
only see the primary server listed. Click Apply to save changes.

Locate and select the primary server under QlikView Servers. On the Folders tab,
enter the shared storage location pointing to the QlikView_AccessPoint folder you
created during Pre-Installation.

{::'Qlik\l'iew Enterprise Management Console - Windows Internet Explorer

@:\/ - |g http:flocahost:47&0/gemc) SystemSetup, htma j @ 4% I EBing L2 -
i:f Fawvarites | i:;“; @ Suggested Sikes » & | Web Slice Gallery ~
(& Qlikview Enterprise Management Console ﬁ - - [ @; ~ Page ~ Safety ~ Taools @v

Dacuments QlikView

Licenses About Supporting Tasks

= () Management Service
(=[5 QlikView Servers
& QUSCLUSTER@vasdpapps0
[ Distribution Services
|5 Directory Service Connectors
= [ Qlikview Web Servers
‘j QYW S@vasdpappd0
[ Remote Management Services
=] Mail Server

General Folders Dacuments

Document Folders

Root Folder

Login

hlVASDPAPPED\Qhk\u'\ew_ActessPﬂint
Mounted Folders

Hame

Browsable

System Folders

Alternate Temporary Files Folder Path

[ =]

Apply Cancel |

‘http:,if\uca\hust:4?80,iqem:f5ystemSetup.htm# ,_’_’_,_,_’_wl'. Local intranet | Protected Mode: OFF g - | 00 - v

Click Apply to save changes.
This requires a restart of the QlikView Server service. Click OK to restart the service.
Next, you must list all servers in the QlikView cluster. Use the Cluster tab in this

dialog to specify all servers, including the primary server. For additional servers, be
sure to specify the port on the name, e.g. qvp://vasdpapp82:4747/

15
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{2 Qlik¥iew Enterprise Management Console - Windows Internet Explorer

@‘-: L I@‘ http:/flocalhost: 4780/ geme

7 Favorites | 95 € suggested Sites ¥

'_r,éQIik\n'iew Enterprise Management Console
Documents

About

15wskemSetup. htma#

€ | web Slice Gallery -

Supporting Tasks

[l |i=)) Management Service
= [ QlikView Servers
€ QUSCLUSTER@vasdpapps0
= [ Distribution Services
£k QD5@vasdpappdd
(=[5 Directory Service Conneckors
@ D3C@vasdpappd0

General Folders Documents Performance

Serial and Control
1004660485219377

—

Serial number:

Contral:

url

j‘? X I Eing

M- - ) me - Page - Safety - Tools - @@+

Logging Security Cluster Folder Access Login

Link Machine Hame

B [ Qlik¥iew Web Servers
@) Qvws@vasdpapps0
(L= Remate Management Services

qup:,l’,l’vasdpappSDf IvasdpappSD.vaaustin.dev

Ivasdpapp&ﬂ waaustin.dey

qup 1 Ivasdpappiz 4747f

=] Mail Server

[ ’_’_I_I_’_’_|€'|‘. Local intranet | Protected Mode: OFf a v | H00% - g

You will need to enter the Control number for the license. If there is more than one
additional server in the cluster, click on the green + button to add.

For the Link Machine Name, you must specify the full address (based on the security
certificate) of the primary machine.

OPTIONAL:

If you wish to change the location of the QlikView Server log files, open the Logging
folder and enter the new location, e.g. D:\QlikView\Logs

16
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{::'Qlik\l'iew Enterprise Management Console - Windows Internet Explorer

@?} b |g http:/flacalhost:4780/gemc3ystemSetup, htma# j B || || 2 I Eing -
.7 Favarites | 95 @8 suggested Sites ~ @ Web Slice Gallery ~
@Qhk\hew Enterprise Management Console ﬁ - - [ @; + Page -~ Safety - Tools - @v

Dacuments QlikView

Licenses About Supporting Tasks

[= (@) Management Service General Folders Documents Performance Logging Security Cluster Folder Access Login

(=[5 QlikView Servers
& QUSCLUSTER@vasdpapps0 Log Level
[ Distribution Services W Enable session logging
[z Directory Service Connectars
5 [ Qi Web Servers ¥ Enable perfarmance logging every IS minutes
@ QvWs@vasdpappad ¥ Enable event logging
[ Remote Management Services -
(=] Mail Server

Enable audit logging of client activity

Log Folder

|C:\PrugramData\QIikTech\QIikViewSewEr
Event log verbosity

F Low

" Medium

o High
Split Files

& Wever

& Daily

& Weekly

& Monthly

& Vearly

Apply Cancel |

‘http:,if\uca\hust:4?80,iqem:f5ystemSetup.htm# ,_’_’_,_,_’_Wl'. Local intranet | Protected Mode: OFF g - | 00 - v

Configure IIS Webserver

Use the QEMC to configure the 1S webserver located on the primary QlikView server
in the QlikView cluster. Navigate to System ... Setup. Select QlikView Web Server
and change the location to:

http://<server>:80/gvajaxzfc/accesspointsettings.aspx

Then click Apply to save settings.

17
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{::'Qlik\l'iew Enterprise Management Console - Windows Internet Explorer

@E.: » [&] hitp: fflocahost:+780 e SystemSetup.him

q:jf Favorites | 1:;‘; @ Suggested Sikes » & | Web Slice Gallery ~

@ Glikview Enterprise Management Console

Documents

Licenses About

= () Management Service
(=[5 QlikView Servers
& Qus@vasdpapptl
& Qus@vasdpapptz
[ Distribution Services
|5 Directory Service Connectors
(= | QlikYiew Web Servers
@ Quws@vasdpappan
(£ Remate Management Services
(=] Mail Server

Qlik¥iew Web Servers

url

ﬁ - - [ @; ~ Page - Safety ~ Taaols = @v

QlikView

Ihttp :fivasdpappa0/qvajaxefcfaccesspointsettings. aspx

Done

Apply Cancel |

& Local intranet | Protected Made: OFF V';] - [ H 00w -
: £

Configure QlikView AccessPoint in Cluster

Use the QEMC to configure the shared AccessPoint in the QlikView cluster. Navigate
to System ... Setup. Select the QlikView Web Server to configure.

18
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ik¥iew Enterprise Management Console - Windows Internet Explorer

@?} - |g http:flocahost:47&0/gemc) SystemSetup, htma

Eile Edit Miew Favorites Tools Help

i} Favorites | 1::‘; E Suggested Sikes » & | Web Slice Gallery ~

':E Glikiiew Enterprise Management Console

Dacuments

= () Management Service
[ Qlikview Servers
[ Distribution Services

About Supporting Tasks

Summary General Authentication

Path

AccessPoint Ajax ‘Web

ﬁ - - [ @; ~ Page - Safety ~ Taaols = @v

QlikView

[ Directory Service Connectors
= [ Qlikview Web Servers
q QYW S@vasdpapps0

IijAJAXZFt)’AccEssPnint‘aspx

Open Document Options

[ Remote Management Services ISame indow

(=] Mail Server
Default Preferred Client

(a3 plugin
& a3a zero foatprint
Plugin Download

™ Show link.

Server Connections
r Respect browsable flag on mount

Hame

Client Paths
IE plugin:

AJAY zero Fookprint;

Load Balancing

=

|p’QvPIug\nIDDEnduc.htm

|p’QvAJA><Zf:IDpendUc.htm

Always Tunnel o

|QVS@VasdpappBD

=l |LDadEdDD:umsnt

=

r

,_ ’_ ’_ ,_ ,_ ’_ |€’.‘. Local intranet | Protected Mode: OFF

aov | ms v

On the AccessPoint tab and under Server Connections, enter the name of the primary

QlikView Server as: QVS@<server>. Also, change the Load Balancing selection to

Loaded Document. Click Apply to save changes

19
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IIS Configuration

Import the certificate and bind it.

Consolel - [Console Ro:

ertificates {Local Computer),Personal’

| Enterprise Trust

| Trusted Publishers

| Trusted People
| Remote Deskiop

| sms

|

| Untrusted Certificates
| Third-Party Root Certification Au

~| Smart Card Trusked Roats

| Trusted Root Certification Autho

| Intermediate Certification Autho

0]

& File  Action Vew Favorites  Window  Help |;|i|5|
&= | 7mlalds =
| Consale Rook Issued Ta = | Issued B | Expiration Date | Intended Purposes Actions
=] E C.ertificates {Local Computer) ‘;lvasdpappao. vARUSTIN. DEY vasdpappai, VAALSTIM.DEY 102902011 Server Authentication | rortificates o
El ] Personal
| Certificates Mare Actions 4

|Parsnna| store contains 1 certificate.

Edit Site Binding |

IP address:

Type:

Part:

Ihttps j IF'.II IUnassignied

Hosk narme:

MREE

53L certificate:

| aikiewiselFsigned

j View. . |

K, | Cancel I

20
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Set Windows Authentication on the QlikView website. Disable Anonymous.

"'-E Internet Information Services (I15) Manager [_[O x|
@&4 [@ » WASDPAPPED b Sites b Qliview b

] o @ -
File Wiew Help
Coeoe Authentication Adons
&,' o | |’_ |&. Q Enable
----i‘% Start Page = o ) Edit...
=95 vASDPAPPAD (YAALSTIN|vhaisabishop) i "0 Grouring - _
3 npplication Poals Mame = @' Help
ites online Help
Default Weh Sike ‘Windows Authentication
Clikiiew

Enabled HTTF 401 Challenge

E Features View | 2 Content View

Configuration: localhast’ applicationHost, config , <location path="Clik¥iew" >

4

Set Require SSL, 128-bit to the QlikView website through I1S.

"'-E Internet Information Services (I15) Manager
@&4 [@ » WASDPAPPED b Sites b Qliview b

O[]
] o @ -
File Wiew Help
_- S5L Settings T
- [ A |ﬁ. G 9 5/ Apply
i‘% Start Page S¢ C |
" " y " S Cancel
= gj YASDPAPRED (VAALSTIN|vhaisabishop) This page lets you modify the 551 settings For the content of a web site or application. e
L2} Application Paols V' Require s5L ®) Help
El-[8] Sites ¥ Require 125-bit 55L Orline Help
[+ Default Wweb Site
=8 Cllikifiew Client certificates:
P Qlikivien & Ignore
QlikViewDeskkop  Accept
¥ Quajaxzfc ~ -
wiZlients Require
wPlugin
(=¥ Scripts
. = Content Yiew
Configuration: localhast’ applicationHost, config , <location path="clikYiew" = 3_5[:5

21
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QlikView Web Services using SSL Configuration

This section will describe how to set SSL communication between the QlikView web
services, including Management console, Directory service, Distribution service, etc.
This communication requires use of a third party certificate which must be requested
after QlikView Server-Publisher has been installed.

For Dev environment, a self-signed certificate is being used. Pre-prod and Prod will
use a standard third party certificate. Once the certificate is obtained, follow the
instructions in Appendix C in the QlikView Server Reference Manual. This will
guide you to complete the following steps to be performed on the primary server:

1. Import the certificate to the correct certificate store on the server using
Management Console and the Certificate snap-in.

2. Get the thumbprint for the certificate. Open the Certificate snap-in in MMC and
double-click on the certificate. Copy the Thumbprint hash to notepad or similar.
Remove the spaces in the hash.

3. Generate the GUID. Download Guidgen.exe from Microsoft to generate a unique
GUID in Registry Format. Copy the GUID to Notepad.exe.

4. Bind to SSL in Windows Server 2008. Using the netsh command shell as follows

netsh http add sslcert ipport=0.0.0.0:4710 certhash=hash appid=GUID

where

ipport is the ipnumber of QlikView service and the port used (4710).

certhash is the thumbprint hash of the certificate.

appid is the generated GUID in the form {XXxXXXxXx-Xxxx-....}”. The GUID must be
enclosed by curly brackets.

To verify the registration of the certificate, use netsh http show sslcert.

You will need to run this command four times as follows:

netsh http add sslcert ipport=0.0.0.0:4710 certhash=hash appid=GUID
netsh http add sslcert ipport=0.0.0.0:4720 certhash=hash appid=GUID
netsh http add sslcert ipport=0.0.0.0:4730 certhash=hash appid=GUID
netsh http add sslcert ipport=0.0.0.0:4780 certhash=hash appid=GUID
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[ex Administrator: C:5Windows'system32', cmd.exe

C:w>netsh http add sslcert ipport = B.A.8.8:4718 certhash=c31cB66788e88%e4c42ada
3d2c5cB5ddb?f42dd? appid={C4F2E66C—397B—42ac—BCAB-557551424FB2>

GEL Certificate successfully added

C:~>netsh http add sslcert ipport = B.A.0.8:47280 certhash=c31cB66788eB88%e4c4d42ada
3d2c5cB5ddb?f42dd? appid={C4F2E66C—397B—42ac—BCAB-557551424FA2

GE8L Certificate successfully added

C:snetsh http add sslcert ipport = B.A.A.A:47380 certhash=c31cB66?788eB8%e4cd42ada
3d2c5cAS5ddh?f42dd? appid={C4F2E66C—397B—42ac—BCAB-557551424FA2%

G8L Certificate successfully added

C:wrnetsh http add sslcert ipport = B.A.0.8:4788 certhash=c31cB66788e88%e4cd42ada
3d2c5c@5ddb?f47dd? appid={C4F2E66C—3?7B—42ac—BCAB-557551474FA2>

G8L Certificate successfully added

G

There is a .bat file on the dev VASDPAPP80 C:\ drive named sslcert.bat that you can
view as an example.

5. Make changes to config.xml for QlikView Web Server to add the full URL used
for SSL. The default location for the config.xml file is D:\Program
Files\QlikView\Server\WebServer. Note that the URL must match the URL for
which the certificate is valid.

<ConfigUrl>https://_:4750/qvws.asmx</ConfigUrl>
Make sure no other services are using the port specified for SSL and restart the

service. If it fails to start, it’s either because a service is already running on the
specified port, or errors exist in the config.xml.

Update Configuration Files

Change QlikView services configuration files to use https. In each of the files
listed below, set the value for UseHTTPS to true.

D:\Program Files\QlikView\Management Service\QVManagementService.exe.config
D:\Program Files\QlikView\Directory Service Connector\DirectoryServiceConnector.exe.config
D:\Program Files\QlikView\Distribution Service\QvDistributionService.exe.config

Restart all QlikView Services. The secondary QlikView Server service(s) does not
need to be restarted.

Update QEMC Configuration

Open the QEMC using the SSL URL as follows:
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URL: https://<server full name>:4780/gemc/default.htm

Where

Server full name is the fully qualified domain name on the certificate, e.g.:
VASDPAPP80.VAAUSTIN.DEV

The URL for the services must match the URL in the certificate. The settings must
be changed in the user interface: System, Setup, Service, General, Location.

Change the beginning of the URL for each of the following services listed using
https and the full server name. For example:

https:// VASDPAPP80.VAAUSTIN.DEV
Make this change for:

Distribution Service

Directory Service Connector

QlikView Web Service

Be sure to click Apply after each update.
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QlikView Publisher Configuration

Use the QEMC to configure the QlikView Publisher. The QlikView Publisher is
responsible for reload and distribution of QlikView documents. All documents are
generally reloaded from the Source Documents location and distributed to the User
Documents (AccessPoint) location.

Define the Source Document Folders:

Navigate to System ... Setup. Select the QDS under Distribution Services to
configure.

ﬁ'QlikView Enterprise Management Console - Windows Internet Explorer
@:/ - I& https:/fvasdpappal, vaaustin,dey: 4 750 /gemc/SysbemSetup, htmas j % 4| X I Bing paiiid

7 Favarites | 9 @ Suggested Sites » @] Web Slice Gallery =

@Qlik\u'iew Enterprise Management Console & - E] =[] géa -~ Page ~ Safety = Tools - -@-v

Documents

Licenses About Supporting Tasks

=) (=) Management Service Summary General Alert E-mail E-mail Templates Advanced Login
= [ Qlikiiew Servers
&) QUSCLUSTER@rvasdpappad
(=l [ Distribution Services
4k QDS@vasdpappB0.vaaustin.... url
[z Directory Service Connectors
[ Qlikiiew Web Servers Ihttps:;’,l’vasdpappSD.vaaustin.dev:4?20,|’qt><s.asmx

Location

|y Remote Management Services

] Mail Server
Directory Services

Directory Service Connectar: |DSC@vasdpaDDSD.vaaustin.dev =1l
Application Data Folder

IC:'I,ProgramData'l,QIikTech\,DistributionService
Logging Level

o logging & Normal logging o Debug logging
Security

[T Use S5L Far Distribution Service Communication

Source Folders

™ Disable Task Triggers Far Document Admiristrators

|E:1,QI|kV|ew_Source aﬂ

Apply | Cancel |

| l_l_ l_ l_l_ l_ |€'|'_ Local intranet | Protected Mode: OFF g - | H100% - 4

On General tab, click the green + button under Source Folders to add a folder. Click
the folder icon to browse for the location.

Click OK and then Apply when done with adding folders. For the initial development,
we only require the folder E:\QlikView_Source.
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Define a Task:

Publisher Tasks are created to perform sets of activities against a document. Typically,
these activities involve reloading and distributing a document to a specified set of
users.

To define a task, navigate to Documents ... Source Documents. Use the folder tree to
locate the document to create the task for.

6:'Qlik\|'iew Enterprise Management Console - Windows Internet Explorer

@?} b I& http:fflocalhost: 4760/gemeSourceDocuments, him ﬂ B || €[] X I Eing 2=
{jf Favorites | 1::‘3 @ Suggested Sikes » @ | Web Slice Gallery ~
@Qhk\hew Enterprise Management Console ﬁ - - [ g@; - Page ~ Safety - Tools + @v

Documents

= £k QDs@vasdpappsn ient_DASHBOARD.quw
[ CWProgramDataiQlikTech|Publisher| Sourcedocum
(=[5 D QlikVienw_Source:
(= =Orphans:
[ Control
(=7 Data
(=) [ Documents
B (5 Dashboards
Inpatient_DASHBOARD. qvi
MCA_DASHEOARD. Qi
OIT_DASHBOARD_Final_alina.
Outpatient DASHBOARD. Qv
YBA_DASHBOARD gy

v
57 Soript

‘Dune ,_’_’_,_,_’_wl'. Local intranet | Protected Made: OFF e | 0% - g

Click on the green + button in the upper right of the screen.
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¥iew Enterprise Management Console - Windows Internet Explorer

@E.: ® [&] hitp: ffocahost:+780qeme Zourcebocuments.htm Elii& [ )< [Reing R~
q:jf Favorites | 1:;‘; @ Suggested Sikes » & | Web Slice Gallery ~
@ Glikview Enterprise Management Console

Documents

ﬁ - - [ @; ~ Page - Safety ~ Taaols = @v

QlikView
= £k QDs@vasdpappsn General Reload Reduce
[ CWProgramDataQlikT ech|Publisher|Sourcedocum
(=[5 D:iQlikView_Source Basics
(= =Orphans:
[ Control
(=7 Data
1[5 Documents Descripkion:
(B [5 Dashboards
Inpatient_DASHBOARD. qvi
MCA_DASHEOARD. Qi Summary
OIT_DASHEODARD _Final_alina
Outpatient DASHBOARD. Qv

Reload the whele document
YBA_DASHBOARD. qvw
[ VD

To the Following recipients:
Mane
57 Soript

Distribute Document info Triggers Server
¥ Enabled

Task name:

IReInad and Distribute Inpatient_Dashboard

Feload the document and distribute to
AcoessPoint for all allowed users|

The task has the following triggers:
Mone

Apply Cancel

,_ ’_ ’_ ,_ ,_ ’_ |?.‘. Local intranet | Protected Mode: OFF

%5~ [Ri0% - 4
On the General tab, make sure the task is Enabled. Enter a task name and description.

No changes are required on Reload and Reduce tabs for this task. Edit the Distribute
tab to set the authorized users.
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¥iew Enterprise Management Console - Windows Internet Explorer

5@: » [&] hitp: fflocahost:+750{qemc SourceDoruments. tmi

i‘f Favorites | 1:;‘; @ Suggested Sikes » & | Web Slice Gallery ~

@ Glikview Enterprise Management Console

Documents

= £k QDs@vasdpappsn
[ CWProgramDataQlikT ech|Publisher|Sourcedocum
(=[5 D:iQlikView_Source
(= =Orphans:
[ Control
(=7 Data
(=) [ Documents
(B [5 Dashboards
Inpatient_DASHBOARD. qvi
MCA_DASHEOARD. Qi
QIT_DASHEOARD _Final_alina.
Outpatient DASHBOARD. Qv
YBA_DASHBOARD. qvw
[ VD
57 Soript

General Reload Reduce Distribute

Loop Field in Document  File Type  Notify

Distribute to QlikView Server

Server Mount User or Groups

|QVS@vasdpaDDB;| I ;I

Distribute via E-mail

Users or

Document info

ﬁ - - [ @; ~ Page - Safety ~ Taaols = @v

QlikView

Triggers Server

groups: I
Distribute to Folder

Users or I

groups;

Path: |

‘Dune

,_ ’_ ’_ ,_ ,_ ’_ |?|'. Local intranet | Protected Mode: OFF

Apply Cancel

Click on the green + button to add a distribution. Click on the Users icon to add the

users to allow access to.
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g_':'_'QIik\l'iew Enterprise Management Console - Windows Internet Explorer

6@ - |g http:fflocalhost:4750/gemei Sourcebocument s, hkmd ﬂ ‘El |T_?| |Z| IE Eing |“J "
{2 Favorites | {5, E Suggested Sikes » & | Web Slice Gallery ~

thk\hew Enterprise Management Console ﬁ kst - [ @ + Page -~ Safety - Tools - @v

Add Users

& Anonymous
" Al authenticated users

& hamed users
Search For users and groups Default Scope:
Jsdp * Q [alCirectories

(Ex. PomainName, Machineamaiiama)

Search result Selected Users

SDF Developers add = WaALISTINvhaisabishop
SOP MDESU DEV WAALISTINVSDP SV DEY
SOP NDEVL DEV WABLISTINISDP 55U DEV
SDP 55U DEY
SOP SYU DEY < Delete

<< Delete Al

[bane [T [ [ [ [& Localintranet | Protected Mode: CFF a v [Ri0% -

Hint: use the * in the search string to find generically. Click on the search icon to find
users. Select the users or groups from the left side and click Add to move to the right
side. Click OK when you are done adding users.

Add a category for this document on the Document Info tab.

29



QlikView Installation Guide: Server/Publisher

¥iew Enterprise Management Console - Windows Internet Explorer

5@: » [&] hitp: fflocahost:+750{qemc SourceDoruments. tmi

i‘f Favorites | 1:;‘; @ Suggested Sikes » & | Web Slice Gallery ~

@ Glikview Enterprise Management Console

Documents

= £k QDs@vasdpappsn
[ CWProgramDataQlikT ech|Publisher|Sourcedocum
(=[5 D:iQlikView_Source
(= =Orphans:
[ Control
(=7 Data
(=) [ Documents
(B [5 Dashboards
Inpatient_DASHBOARD. qvi
MCA_DASHEOARD. Qi
QIT_DASHEOARD _Final_alina.
Outpatient DASHBOARD. Qv
YBA_DASHBOARD. qvw
[ VD
57 Soript

General

General
Category:
Attributes

Hame

Reload

Reduce Distribute

Document info

Triggers

ﬁ - - [ @; ~ Page - Safety ~ Taaols = @v

Server

Apply Cancel

,_ ’_ ’_ ,_ ,_ ’_ |?|'. Local intranet | Protected Mode: OFF

QlikView

Set a trigger for reload on the Triggers tab — usually a time schedule
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g_':'_'QIik\l'iew Enterprise Management Console - Windows Internet Explorer
6@ = ] tutpiiflocahosti 760 meme/SourceDocuments. bt =l &[] (x| [Fena (2]

{2 Favorites | {5, E Suggested Sikes » & | Web Slice Gallery ~

9 Glikview Enterprise Management Console

Configure Trigger

Start the task |0n & schedule

¥ Enabled

© onee © Haourly 3 Daily & Weekly o Manthly

Start at: |L0/28/2010 5:00:00 AY
Run every: 1 day,

I™ Wax number of executions: 1
™ Expire: 10/27/2010 7:52:54 PM

[bane [T [ [ [ [& Localintranet | Protected Mode: CFF a v [Ri0% -

Set preloading and client access on the Server tab — consider removing the Download
check.
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k¥iew Enterprise Management Console - Windows Internet Explorer

5@:4& it fflocalhosti+750{gemc/SourceDocuments. htm Elii& [ )< [Reing R~

i‘f Favorites | 1:;‘; @ Suggested Sikes » & | Web Slice Gallery ~

@Qhk\hew Enterprise Management Console ﬁ kst - [ E;q + Page -~ Safety - Tools - @-

Documents QlikView

= £k QDs@vasdpappsn General Reload Reduce Distribute Document info Triggers Server

[ CWProgramDataQlikT ech|Publisher|Sourcedocum
= [ D/ iglikview_Source Server Objects Preload and Access Method
(= =Orphans:
(=7 Contral
(5 Data Preloaded:  Newer  always " Restricted
Bl [ Documents Loaded days: I monday I Tuesday T wednesday I Thursday

(B [5 Dashboards
T ™ Friday I saturday ™ surday

MCA_DASHEOARD. Qi Between |00:00 and |23:59
OIT_DASHEOARD_Final_alina, Access
Outpatient DASHBOARD. Qv
YBA_DASHBOARD. qvw

[ QD I mabile clent

| Seript I¥ i zero footprint dlient urls |

Preload Document in Server Memory

Access method: ¥ IE client

|— ownload

Macimum number of concurrent sessions: 5000

Apply Cancel

| ,_’_’_,_,_’_Pl" Local intranet | Protected Made: OFf vh v [Hioee -

Click Apply to save this task.
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iew Enterprise Management Console

indows Internet Explorer

5@: » [&] hitp: fflocahost:+750{qemc SourceDoruments. tmi

i‘f Favorites | 1:;‘; @ Suggested Sikes » & | Web Slice Gallery ~

X I EBing
@ Glikview Enterprise Management Console

Documents

ﬁ - - [ @; ~ Page - Safety ~ Taaols = @v
QlikView
= $% QLS@vasdpapps0 ient_DASHBOARD.quw
[ [ CHip DataiGlikTechiPublisher s o
18 [ Co\ProgramDataiClkTech{Pbisher| aurcedacum Reload and Distribute Inpatient_Dashboard
(=[5 D:iQlikView_Source
(= =Orphans:

Reload the document and distribute to AccessPoint for all sllowed users
Reload the whole document and distribute it,
[ Control

To the following recipients:
[ Data « WaALSTINvhaisabishop
(=) [ Documents
(B [5 Dashboards
Inpatient_DaSHBOARD. qvi (1
MCA_DASHEOARD. Qi
. QIT_DASHEOARD _Final_alina.
Outpatient DASHBOARD. Qv

YBA_DASHBOARD. qvw
[ VD

57 Soript

The task has the following triggers:
* ALS5:00 AM every 1 day

‘Dune

,_ ’_ ’_ ,_ ,_ ’_ |?|'. Local intranet | Protected Mode: OFF

%5~ [Ri0% - 4
A task can be run manually either from Source Documents or Status ... Tasks
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k¥iew Enterprise Management Console - Windows Internet Explorer
= : 8 bt ||+ -
GC ) ® [&] hitp:flocalhost:4730/geme/Default. hitm Elii& [ )< [Reing »

q:jf Favorites | 1:;‘; @ Suggested Sikes » & | Web Slice Gallery ~

@Qhk\hew Enterprise Management Console ﬁ kst - [ E;q + Page -~ Safety - Tools - @-

Status Dacuments QlikView

Services 0¥S Statistics

Last updated @ 2010-10-27 20;00:06 4 Show Task Details

Hame Last Execution Started/Scheduled
(=) 4% QDS@vasdpappal
=[5 vHn
&“ Reload and Distribute Inpatient_Dashboard Waiting 10/28/2010 5:00:00 AM

Refresh ¥ utomatic refresh of task list [ Indent dependent tasks

[bane [T [ [ [ [& Localintranet | Protected Mode: CFF a v [Ri0% -

Once the task has completed the status will be set to Waiting. The document should be
available in AccessPoint to the allowed users.

34



QlikView Installation Guide: Server/Publisher

ﬂ:'qlik\liew Enterprise Management Console - Windows Internet Explorer

@\’—_-: L |g, https: | fvasdpapps0. vaaustin,dev: 4780/qemc)SourceDacument s, hema# j % 2| X% I Eing 0|~
{3 Favarites | {:‘5 @ Suggested Sikes ~ @ | Web Slice Gallery =
'_féQIik\u‘iew Enterprise Management Console & - | Qé; - Page = Safety = Tools = |@|v

Documents

Source Documents User Documents

= # QDS@wvasdpappS0.vaaustin. dew General Reload Reduce Distribute Document info Triggers Server
= [ E:likiiew_Source
[ <Orphans Preload and Access Method
|25 Contral
|57 Daka Permission to Create Server Objects
B (& Documerts © al * Restricted  None
=[5 Dashboards
NCA_DASHEOARD . qv. . Wz
OIT_DASHBEOARD.qv...
¥BA_DASHEOARD. gv...
YHA_Inpatient_DASHB. ..
YHA_Outpatient_DAS...
= Datagen
[ QD
[ Script

I\I'.QF\USTIN\SDP 551 DEY

Apply | Cancel |

| ’_l_l_l_l_l_le\‘- Local intranet | Protected Mode: OFF ¥g - | 00 - 4

To restrict certain users from creating objects through the QlikView client, use the
Server tab in the task definition. Set Create Objects to Restricted. Add the
Domain\User name or group name that is ALLOWED to create objects. Multiple
names or groups may be added (use the green + button to add). This must be
configured for EACH document.
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QlikView AccessPoint

Open the AccessPoint using a web browser. The URL is:
https://<server full name>/QlikView

For Dev, the server full name is: vasdpapp80.VAAUSTIN.DEV

ﬁ'ulikview - AccessPoint - Windows Internet Explorer

@A ) =[] hetps:sasdpappan vaaustin.dev icvion I ENEES O £~

{:3 Favorites | 1_;5 é Suggested Sikes » @ | Web Slice Gallery =

(& Glikview - AccessPoint | | - v [ m=n v Page v 3Safety = Tools ~ ﬂ'
Bl
. 4
@ QlikView
AccessPoint
Last updated: Monday, Novernber 01, 2010 10:41:46 A 1 of 1 Q¥S's is running Logged in &5 YARUSTINWhaissbishop
Category: [ Al Documents (1) o Sort by [ame = wigw: [Thumbnals - My prefiarrad client: [aJax zera footprine
Rows: | Al =
Inpatient_DASHBOARD.qvw @ Test-... ¥
—_—
——
-~ I LTI
2010-10-30 05:00 f 2010-10-31 05:00
‘Dune '_’_’_’_’_’_Kl- Local intranet | Protected Mode: OFF ¥q v | HA00% v

Click on a document image to open the document in the browser window.
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Appendix A - Security Certificate

A Self Signed Certificate has been created on VASDPAPPS8O0:

'!Elnternet Information Services (I1s) Manager [_ (O x|
@ © [ €3 » yasoPapRED b | &~ @ -
File Wiew Help

€7 |8
E‘fﬁ Start Page
= Gj WASDPAPPED (YAALUSTIN vhaisa
3 Application Poals
El- 8] Sites
%) Default Web Site

4| »

Ready

qgl Server Certificates

Use this feature ta request and manage certificates that the Web server can use with Web sites configured For S5L.

Mame =~ | Issued Ta | Issued B

| Expiration Date

Import. ..

Create Certificate Request. ..

Complete Certificate Request, ..

QlikviewselFSigned vasdpappB0. YAALSTIN.DEY vasdpapp0.MAAUSTIN,. DEY

4

10/29/2011 7:00;

EFeatures View ¢ ;Content View

Create Domain Certificate. .
Create Self-Signed Certificate, .,

Wiew. ..
Export...

Remowe

) X

Help

nline Help
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